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1. ViewPower Pro Overview

1.1. Introduction

ViewPower Pro is an advanced UPS management software which is perfect for home
users and enterprises. It can monitor and manage from one to multiple UPSs in a
networked environment including LAN, INTERNET and RS485-based networks.
Integrated with Shutdown Wizard, it can not only prevent data loss from power outage
and safely shutdown systems, but also store programming data and scheduled shut

down UPSs. All UPS working data and event records can be kept in local database

system.
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1.2. Structure

ViewPower Pro includes monitor service, WEB service and tray service.

» Monitor service: It is the core of ViewPower Pro software. Monitor service
automatically find UPSs in the networks, store UPS working data and event
information. It will communicate with UPS, record events, notify users with events,
and execute command according to the users’ request.

> WEB service: It offers Http or Https service for local or remote users. Users can
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manage and monitor UPSs for real-time status, information and modify UPS
setting parameters via browser such as IE and Firefox.
> Tray service: It is management tool for ViewPower Pro software. It includes start

monitor, stop monitor, SNMP manager and so on.

1.3. Features

Centralized control and monitor up to 1000 UPSs via SNMP or Modbus networks.
Offers WEB service to allow remote monitoring service via Intranet or Internet.

Offers quick overview for UPS monitoring in Text and Graphic view.

YV WV V V

Offers user-customized background picture for graphic view with simple drag and
drop.
» Scheduled UPS on/off, battery test, and scheduled wake on LAN programs.

2. ViewPower Pro Install and Uninstall

2.1. System requirement

® 1 GB physical memory at least (2 GB is recommended)
® 2 GB hard disk space at least
® Administrator authority is required
® More than 16-bit colors and 800 x 600 or above resolution display is
recommended
® TCP/IP protocol must be installed for network management
® Platforms supported by software are listed below:
» Windows Server 2012 / 2016 / 2019 (32 bit & 64 bit)
Windows 7 / 8 / 10 (32 bit & 64 bit)
Windows SBS 2011 (32 bit & 64 bit)
Linux RedHat Enterprise AS3 / AS5 / 5/ 8 /9 (32 bit)
Linux RedHat Enterprise AS6 (32 bit & 64 bit)
Linux Cent OS5 /6 /7 (32 bit & 64 bit)
Linux Cent OS 8 (64 bit)
Linux Ubuntu 8 / 9 (32 bit)

YV Vv ¥V VYV ¥V VY V VY

Linux Ubuntu 11 /18 / 19 / 20 (64 bit)
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Linux Ubuntu 10 / 12/ 14/ 15/ 16 (32 bit & 64 bit)
Linux Mint 14.x /19.x (32 bit)

Linux Mint 19 / 20 (64 bit)

Linux Fedora 5 / 17 (32 bit & 64 bit)

Linux Fedora 33 (64 bit)

Linux OpenSUSE 10/ 11/ 12 / 13 (32 bit & 64 bit)
Linux Debian 6.x / 8.x /10.x (32 bit)

Linux Debian 6 / 7 / 8 / 10 (64 bit)

vV ¥V ¥V VYV VYV VY V¥V V V

Mac OS 10.6 / 10.7/ 10.8/ 10.9/ 10.10/ 10.11/ 10.12/ 10.13/ 10.14/
10.15/ 11.0 (64 bit)
> ESXI 4.X/5.X/6.X

2.2. Software Install

Step 1 Insert the software CD into CD ROM. Installation menu will be

automatically displayed, or you can run autorun.exe to start the installation in CD

menu ;}::;Erun. ax e
N

Diagram 2-1

directory. Refer to the diagram 2-1.

Step 2 It will show the following screen as Diagram 2-2. Then click “ViewPower Pro”

button to start the installation.

ViewPowerPro
-+UPS Management ool

» ViewPower Pro
1 » Shutdown Wizard
01 i 1(

10030 1101 » Exit
1009 3@0001011

/] §

Y

Diagram 2-2
Step 3 After clicking install, it will display the installation in process. Refer to the
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diagram 2-3.

-
InstallAnywhere

iy |nstalltrahere iz preparing o install...
L]

Cancel

Diagram 2-3

Step 4 Click “"Next” to proceed to the next screen as Diagram 2-4.

ViewPowerPro

=% Introduction

O Choose Install Folder

0 Choose Shortcut Folder
O Pre-Installation Summary

D Installing...
O Install Complete

Cancel

— X
Introduction

Install&nywhere will guide you through the installation of
ViewPowerPro.

Itis strongly recommended that you quit all programs before
continuing with this installation.

Click the 'Next' button to proceed to the next screen. If you want to
change something on a previous screen, click the 'Previous' button.

¥ou may cancel this installation at any time by clicking the 'Cancel’
button.

Diagram 2-4



Step 5 Click “"Choose” button to change the default folder. After choosing the

installed folder, click “Next” button. Refer to the following diagram 2-5

ViewPowerPro — *

Choose Install Folder

%/ Introduction

=§ Choose Install Folder Please choose a destination folder for this installation.
) Choose Shortcut Folder

O Pre-Installation Summary

0 Installing...

O Install Complete
Where Would You Like to Install?

hWiewPowerPro |

Restore Default Folder || Choose.. |

Diagram 2-5

Step 6 Choose the shortcut folder and click “Next” button. Refer to the following

diagram 2-6.
ViewPowerPro - *
Choose Shortcut Folder
+/" Introduction Where would you like to create product icons?

%/ Choose Install Folder
=§ Choose Shortcut Folder

(® In a new Program Group: | ViewPowerPro

O Pre-Installation Summary O Inthe Start Menu

O Installing... () Onthe Desktop

O Install Complete
(" In the Quick Launch Bar

(") Other: | || Choose...

() Don't create icons

Cancel Previous

Diagram 2-6
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Step 7 It will display the software summary before installation. Click “Install” button

to start the installation and refer to Diagram 2-7.

ViewPowerPro — »
Pre-Installation Summary

+/" Introduction Please Review the Following Before Continuing:
%/ Choose Install Folder

+/ Choose Shortcut Folder
= Pre-Installation Summary
O Installing... Install Folder:

© Install Complete hWiewPowerPro

Product Name:
ViewPowerPro

Shortcut Folder:
Cilsers\®  tAppData\RoamingMicrosoftWindows\Start Men

Disk Space Information (for Installation Target):
Required: 742,257 135 Bytes
Available: 224,253 198 336 Bytes

Cancel

Diagram 2-7
Step 8 Click "Done” button to confirm the installation completely. Refer to Diagram
2-8.
ViewPowerPro — »

Install Complete

/' Introduction Congratulations! ViewPowerPro has been successfully installed to;
%/ Choose Install Folder

+/ Choose Shortcut Folder
%/ Pre-Installation Summary
+/ Installing...

=¥ Install Complete

h:WiewPowerPro

Press "Done” to quit the installer.

Cancel

Diagram 2-8



Step 9 If using Linux OS and logging in as a none-root user, it is necessary to
execute the script file in the terminal after installation. Then, please enter the User
Password as shown in Diagram 2-9. (NOTE: The entered password will be hidden.).

NOTE: It is recommended to install the software in root user. If not, you may not
receive the TRAP information in some Linux version, in this case, you can try to change

the SNMP Trap port to solve this problem. Please refer to 5.1.11.3.

- .
] ViewPowerPro - o x

File Edit View Places Help

— = = = |

config console jre log monitor

= leon@localhost:~/Desktop

mysql-5.1.59-linux- | File Edit View Search Terminal Help

x86_64-glibc23 [leon@localhost Desktop]s '/home/leon/ViewPowerPro/install.sh’
/home/leon/ViewPowerPro/install.sh: line 2: /usr/sbin/groupadd: Permission denie

B

. /home/leon/ViewPowerPro/install.sh: line 3: /usr/sbin/useradd: Permission denied
w Flease enter the User Password:

hd
ShutdownTomcat.sh L
3 _
StopMain 3
ViewPower Pro user VMware shutdown
manual.pdf wizard user manual.
pdf ol

i ViewPowerPro v | “install.sh* selected (1.0 KB)
Diagram 2-9
As for MACOS system, the script file will be executed automatically before the
installation be finished. Please refer to Diagram 2-10 for entering the User Password.

(NOTE: The entered password will be hidden.).



Install Complete

+/ Introduction Congratulations! ViewPowerPro has been successfully installed to:
»/ Choose Install Folder

TAmsmlicatiomme VaaDace s e Dea
w' Choose @ © @ ' leon_nan — install — install — 80x24

q Pre-Ins Last login: Mon Sep 16 15:24:37 on console =]
bluefish-weis-MacBook-Air:~ leon_nan$ /Applications/ViewPowerPro/install ; exit;

\flnstalli Please enter the User Password:

=% Install

Cancel Previous | Done |

Diagram 2-10

Note: Please uninstall the previous version before install the new version software.

2.3. Software Uninstall

Please choose Start>>All Programs>>ViewPower Pro>>Uninstall. Then follow the
on-screen instruction to uninstall the software. Before uninstall software, you must
stop all software programs first and then log in as “Administrator”! Otherwise, it can't

be uninstalled completely.

Uninstaller Uninstaller Pt
Do you want to uninstall this software 7 Uninstall complete!
Yes No
Diagram 2-11 Diagram2-12



3. Service Tray Application

The Installer will leave a shortcut icon on your desktop. Simply click the shortcut. Then
it will start the software and display an orange plug icon located in taskbar. To launch
the GUI, double click the plug icon or choose “Open Monitor” by clicking right button of
the mouse. Refer to below diagram.

Or, use the Start Menu method; Start>>All Programs >> ViewPower Pro >>

ViewPower Pro.

Stop Monitor
SMMP Manager

Configuration

Cpen Monitor i

Exit

Shortcut icon J

3.1. Start Monitor

iewPower Pro icon

This software will be automatically activated when installing it as service application. At
this time, users can remote monitor UPSs through web browser even though users do
not login in operation system.
If service application cannot be registered successfully, when starting up tray service, it
will automatically activate monitoring application. If it's failed or stopped manually,
simply click “Start Monitor” to activate it.
“Start Monitor” will check if monitoring application is registered as service application.
If it's successfully, this software will be activated from service mode. If not, this
software will be activated as monitoring mode. Users can identify the application mode
from tray icon as below:

® Monitoring application is not activated successfully: %

® Monitoring application is activated as service mode: "2

® Monitoring application is activated as monitoring mode:



3.2. Stop Monitor

Click “Stop Monitor” to stop monitoring application.

3.3. SNMP Manager

SNMP Manager is a plug-in utility for ViewPower Pro to search and operate all SNMP
devices in the LAN (It's necessary to verify ID to remote access SNMP devices. The
default password is “12345678". ).

Click the "SNMP Manager” to access SNMP management tool.

It has four sections as marked in the illustration below:

SNMP Manager [[=1E3
|System Seftings Language A |
IF address MAC address Basic Info | IP settings | Online upgrade | System manager | Statictrap address | SM3
192.168.107.106 120-20-08-31-11-BE
192.168.103.131 60-19-28-01-61-19 IP address |192.168.107.106
WAC address |20-20-08-31-11-BE
B c
SHMP status: 1 8MMP reset enable
Use system time: 09/02/2020 09:21:56 | Apply

OUtpUt window

192.168.107 Scan

192168103 [09:21:41] 192.168.107 106 Online successfully.
Add

Diagram 3-1
A. Function menu offers tool-set for setting SNMP devices.
B. SNMP device list can list down all SNMP devices with IP address.
C. Configuration area includes IP settings, online upgrade, password management,
and static trap address.
D. Output window displays all messages for operations
3.3.1. SNMP Device List
The default value in window list would be current PC IP address. For example, if IP
address of current PC is “192.168.102.10" it will display “192.168.102" in list when

first enabling SNMP Manager.
10



Scan

You may enter specific IP address and then click “Scan” button to search.

Add

Click “Add” button and it will pop up a window to ask for entering specific IP address.

Then, click “"Apply” button to add IP address (Subnet). Refer to Diagram 3-2.

B5) sNmP Manager
| System Seffings Language A |

IP address MAC address Basic Info | IP settings | Online upgrade | System manager | SMS
192.168.107.74 60-19-29-10-38-B7
192.158.107.106 20-20-08-31-11-BE IP address |192.168.107.74
MAC address | 50-19-29-10-38-87
SNMP status: 1
Use system time: 09/24/2020 08:39:19

192.168.48 Scan [Output window |
192 168.107 [0%:37-:05] 192 168.107.74 Online successfully
Add [09:37-19] 192 168 107.106 Online successfully

[09:37:30] 192.168.107.74 Online successfully

Diagram 3-2
Delete

You may select IP address from the list and remove it by clicking “Del” button.

SNMP Status

It will display SNNP status, 0 or 1, after selecting IP from the IP list. If there is program
inside of selected SNMP card, the status becomes 1. If not, it will display 0. If no IP address

is selected, it will display “---"as default. Refer to Diagram 3-3.

11



SNMP Manager
System Settings Language

IP address WAC address
192.168.107.74 60-19-29-10-38-B7
192.168.107.106 20-20-08-31-11-BE

SMMWP status: 1

Use system time: 09/24/2020 09:41:09

192.168.48 Scan

192.168.107
Add

BasicInfo | |P setings | Online upgrade | System manager | SWMS

IP address |192.168.107.74
MAC address |60-19-29-10-38-B7

IX]
Please enter the IP address

192.168.102]

Apply Cancel

Qutput window

[09:37:05] 192.168.107.74 Online successfully.
[09:37:18] 192.168.107.106 Online successfully.
[09:37:30] 192.168.107.74 Online successfully.

Reset

If it is required to restart the IP addresses of devices, please select the checkbox of

"SNMP reset enable" and click "Reset" button. Then, if login is confirmed, you can

Diagram 3-3

restart the device. Steps are as follows:

Step1: Select IP address needed to restart IP from the list. Then, "SNMP reset enable"

will become available to select. Refer to Diagram 3-4.

EIE) SNMP Manager
System Settings Language

IP address MAC address
192.168.107.106 20-20-08-31-11-BE
192 168.103.131 60-19-29-01-61-19

SNMP stalus: 1 SNMP reset enable

Use system time: 09/02/2020 09:24:34 Apply

102168107 =
192.168.103
192.168.108 Add

[Basic info | IP settings | Online upgrade | System manager | SMS |

IP address ‘192 168.107.106

MAC address ‘20—20—08—31711—BE

Qutput window

[09:21:41] 192.168.107.108 Online successfully

Diagram 3-4
12




Step2: Click checkbox of "SNMP reset enable". Then, "Reset" button will become
available to click. Refer to Diagram 3-5.

SNMP Manager

System Settings Language

LLj
l
X

IP address MAC address Basic Info | |P seitings | Online upgrade | System manager | Static trap address | SMS
192.168.107.106 120-20-08-31-11-BE
192.188.103.131 60-19-29-01-61-19 IP address 192 168107 106
WAC address |20-20-08-31-11-BE
SHMP status: 1 8MMP reset enable

Use system time: 09/02/2020 09:24:34 | Apply

192.168.107
192.168.103
192.168.108 pad

Output window
Scan

[09:21:41] 192.168.107.106 Online successfully.

Diagram 3-5
Step3: Click "Reset" button and it will pop up a message to confirm this operation.

Refer to Diagram 3-6.

SNMP Manager

System Settings Language

IP address MAC address ‘ Basic Info | |P setings | Online upgrade | System manager ‘f SMS |
192.168.107.106 |20-20-08.31-11-8E \
192.168.103.131 [60-19-29-01-61-19 |

IP address  (192.168.107.106

MAC address  |20-20-08-31-11-BE

Confirm :1
-| Are you sure to operate? 192.168.107.106
SNMP status: 1 [+| SNMP reset enable Yes| No
Use system time: 09/02/2020 09:26:23  Apply
192 168.107 — Output window
192.168.103 [09:21:41] 192.168.107.106 Online successfully.
162.188.108 had

Diagram 3-6
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Step4: If "Yes" is selected, it's requested to log in first. If "No" is selected, it will stop this

operation. Refer to Diagram 3-7.

SNMP Manager 4 = (22

System Settings Language

IP address MAC address ‘ Basic Info | |P settings | Online upgrade | System manager \’ SMS \
192.168.107.106 |20.2008-31-11.8E ‘
192.168.103.131 [60-19-20-01-61-19 | 1P address  |182 168 107 106
MAC address  |20-20-08-31-11-BE
x]
Please login first
e |
SNMP status: 1 [+| SNMP reset enable
) Login Cancel
Use system time: 09/02/2020 09:26:41 Apply
192.168.107 — Output window
192.168.103 [09:21:41] 192.168.107.106 Online successfully.
192.168.108 fd

Diagram 3-7
Step5: Enter the correct password and click "Login" button. The target device will be
restarted.
NOTE: If changing the MAC address of current device before reboot and the current
device is applying DHCP (Automatically obtain IP address) method, you need to manually

click "Scan" button to scan.

Use system time

If “Use system time” is selected, the SNMP card will apply PC system time. Refer to

Diagram 3-8.

14



SNMP Manager

I{EE,

System Settings Language

I IP address MAC address
192.168.107.106 20-20-08-31-11-BE
192.168.103.131 60-19-29-01-61-19

SNMP status: 1

|| SNMP reset enable eset

[Use system time: 09/02/;

2020052701 _Apsy] |

192.168.107
192.168.103
192.168.108

Scan‘

Add

dd

 Output window

= v —— Y Y
Basicinfo | |Psettings | Online upgrade | System manager | SMS |

IP address  (192.168.107.106
MAC address  |20-20-08-31-11-BE

[09:21:41] 192.168.107.106 Online successfully.

3.3.2. Function
3.3.2.1. System
Quit

Menu

Diagram 3-8

Select “Quit” to exit SNMP Manager. Refer to Diagram 3-9

[ =i E3,

SNMP Manager
?yglem ‘ Seftings  Language
IP address MAC address
192.168.107.106 2020-08-31-11-BE
192.168.103.131 60-19-29-01-81-19
SNMP status: 1 [ ] SNMP reset enable Reset]

Use system time: 09/02/2020 09:28:36 KAppIyl

192.168.107
192.168.103
192.168.108

. v . - Y Y
BasicInfo | |P settings | Online upgrade | System manager | SMS |

IP address  (192.168.107.106
MAC address  |20-20-08-31-11-BE

- Output window

[09:21:41] 192.168.107.106 Online successfully.

3.3.2.2 Settings

Diagram 3-9
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Basic Info

User can manually enter basic information of SNMP cards such as UPS name, Address,

and Note for verification. Refer to Diagram 3-10.

SNMP Manager [ /=13
System Setftings Language
IP address MAC address Basic Info | |P seftings | Online upgrade | System manager | SMS
192.168.107.74 60-19-29-10-38-B7
192 168.107.106 20-20-08-31-11-BE P address 192 168107 74
MAC address |§0-19-29-10-38-B7
SNMP status: 1
Use system time: 09/24/2020 10:04:15
192 168.48 Scan Output window
192.168.107 [09:37:05] 192.168.107.74 Online successfully.
Add [09:37:19] 192.168.107.106 Online successfully
[09:37:30] 192.168.107.74 Online successfully.
L
Diagram 3-10
SNMP Manager [ /=13

System Setftings Language

IP address MAC address BasicInfo | IP settings | Online upgrade | System manager | SMS
192.168.107.74 60-19-29-10-38-87
192 168.107.106 20-20-08-31-11-BE WAC address

® Automatically obtain IP address

Use a static IP address

IP address
A
Subnet mask
Default Gateway
Apply
SNMP status: 1
Use system time: 09/24/2020 10-04:30 DMS 192168100238 Apply | B
192.168.48 Sean Output window
192.168.107 e [09:37:05] 192.168.107.74 Online successfully.

[09:37:19] 192.168.107.106 Online successfully.
[09:37:30] 192.168.107.74 Online successfully.

Diagram 3-11

16



Part A: There are two methods to obtain IP address. Refer to section A in Diagram

3-11.

® Automatically obtain IP address (DHCP)
It will allow system to automatically obtain IP addresses. If there is no this kind of
service provided in LAN, the default IP will display as “192.168.102.230", Subnet
mask as “255.255.255.0” and default gateway as “0.0.0.0”. Simply click “Apply”
button to apply this change.

® Use a static IP address
It will allow users to enter static IP address for SNMP devices. When entering IP
address, Subnet mask, and gateway address, simply click “"Apply” button to apply
this change.

Part B: Enter the DNS and click “Apply” button. Refer to section B in Diagram 3-11.

Online upgrade

SNMP Manager ETETX
System Setftings Language
IP address MAC address BasicInfo | IP seitings | Online upgrade | System manager = SMS
192.168.107.74 60-19-29-10-38-87
192.168.107.108 EZ0 DRI FTP server IP address | 192.168.48.1 -
Targetfile path  D\A“\upgraded_1_5_8_20200915targz Browse

#®) Upgrade the selected device
Upgrade all un-upgraded devices
Force to upgrade all devices

0%

Upgrade
SMMP status: 1

Use system time: 09/24/2020 10:06:07

192.168.48 Scan

192.168.107 [09:37:05] 192.168.107.74 Online successfully.
Add [09:37:19] 192.168.107.106 Online successfully

[09:37:30) 192.168.107.74 Online successfully.

[10:06:14] 192.168.107.106 Online successfully.

Output window

Diagram 3-12
There are three methods for online upgrade:
® Upgrade the selected devices: It will upgrade all SNMP devices listed in the IP list.

® Upgrade all un-upgraded devices: It will only upgrade SNMP devices which are not

using the latest version.

17



® Force to upgrade all devices: No matter what kinds of version are used for SNMP

devices listed in the IP list, it will upgrade to the latest version for all SNMP

devices. Refer to Diagram 3-12.

Step 1: select the FTP server IP address. Refer to Diagram 3-12.
NOTE: If applying upgrade for SNMP Web Server in LAN, FTP server IP address will be
IP address of current PC in LAN. If applying upgrade for SNMP Web Server in specific

networking, FTP server IP address will be IP address of current PC in Internet.

Step 2: Click "Browse” button to choose program file. Refer to Diagram 3-13.

EZ} SNMP Manager ==
System Settings Language

IP address MAC address BasicInfo | IP settings | Online upgrade | System manager | SMS
192 168.107.74 60-19-29-10-38-B7
192.168.107.106 20-20-08-31-11-BE

FTP server IP address ~ |192.168.48.1 -

Targetfile path  D\AEFwparaded_1_5_8_202009151ar.gz Browse
® Upagrade the selected device
Upagrade all un-upgraded devices

Force to upgrade all devices

0%
Upgrade
SNMP status: 1
Use system time: 09/24/2020 10:06:07
192.168.48 Scan Output window
192.168.107 w0 [09:37:05] 192.168.107.74 Online successfully.

[09:37:19] 192.168.107.106 Online successfully.
[09:37:30] 192.168.107.74 Online successfully.
[10:05:14] 192.168.107.106 Online successfully.

Diagram 3-13

18



Step3: Click “Upgrade” button to execute upgrade action. Refer to Diagram 3-14.

SNMP Manager [ /=13

System Setftings Language

IP address MAC address BasicInfo | IP seitings | Online upgrade | System manager | SMS
192.168.107.74 60-19-29-10-38-87
192 168.107.106 20-20-08-31-11-BE

FTP server IP address -

Targetfile path  D\A“\upgraded_1_5_8_20200915targz

20%

SMMP status: 1

Use system time: 09/24/2020 10:07:10

192.168.48 Output window

192188107 [09:37:05] 192.168.107.74 Online successfully.
[09:37:19] 192.168.107.106 Online successfully.
[09:37:30] 192.168.107.74 Online successfully.
[10:05:14] 192.168.107.106 Online successfully.
[10:06:38] 192.168.107.106: Upgrading files. Please wait.

Diagram 3-14
Step4: When upgrade is complete, you may check the message in output window.

Refer to Diagram 3-15.

EZ} SNMP Manager ==
System Settings Language

IP address MAC address BasicInfo | P settings | Online upgrade | System manager | SMS
192 168.107.74 60-19-29-10-38-B7
192.168.107.106 20-20-08-31-11-BE

FTP server IP address ~ |192.168.48.1 -

Targetfile path  D\AEFwparaded_1_5_8_202009151ar.gz Browse
® Upagrade the selected device
Upagrade all un-upgraded devices

Force to upgrade all devices

100%
Upgrade
SNMP status: 1
Use system time: 09/24/2020 10:07:59
192.168.48 Qutput window
Scan uune
192.168.107 . -
Add Stopping snmplnfoServer
Done

rm -if letc/snmpeard. conf

copy snmpcardch.sh fetc/

copy relocal feteire.dirclocal

copy detectrestore.sh /binfbacks

userScript folder has already exist

backup folder has already exist

rm - install.sh

reboot

[10:07:54] 192.168.107.106: Upgrade is completed

Diagram 3-15
NOTE: If abnormal situation occurs during upgrade process, the system will
automatically re-start the upgrade operation. If this interruption occurs five times,
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then, system will automatically stop this operation. At this time, please check if LAN is

working well.

System management

X

X

SNMP Manager [ =]
System Setftings Language
IP address MAC address BasicInfo | P seftings | Online upgrade | System manager =SMS
192.168.107.74 60-19-29-10-38-87
192 168.107.106 20-20-08-31-11-BE S5H Password
Old password
New password
Confirm password
®/ Select device
Selectall
Appl
SMMP status: 1 AL
Use system time: 09/24/2020 10:08:16
192 168.48 Scan Output window
192168107 oune -
Add Stopping snmplnfoServer
Done
rm -If letc/snmpeard. conf
copy snmpcardch.sh jetc!
copy rclocal fetoire.dirc.local
copy detectrestore sh /bin/back/
userScript folder has already exist
backup folder has already exist
rm -rfinstall sh
reboot
[10:07:54] 192.168.107.106: Upgrade is completed.
-
L :
Diagram 3-16
SNMP Manager [ =]
System Setftings Language
IP address MAC address BasicInfo | P seftings | Online upgrade | System manager =SMS
192.168.107.74 60-19-29-10-38-87
192 168.107.106 20-20-08-31-11-BE §5H Password
Old password (esssssss
New password |#
Confirm password |
®/ Select device
Selectall
Appl
SMMP status: 1 AL
Use system time: 09/24/2020 10:16:08
192 168.48 Scan Output window
102168107 [IWU.D4]  19L 100, U7, 1UD. UPUIdue IS CUMMIPIELEd. =~
Add [10:18:28] 192.168.107.106: Communication fails. Please check your network.
[10:15:41] 192.168.107.74 Online successfully.
[10:15:46] Communication fails. Please check your network.
[10:15:49] 192.168.107.74 Online successfully.
[10:15:52] Communication fails. Please check your network.
[10:15:54] Communication fails. Please check your network.
[10:15:54] 192.168.107.74 Online successfully.
[10:18:56] Communication fails. Please check your network.
[10:15:56] 192.168.107.74 Online successfully.
[10:15:56] 192.168.107.74 Online successfully.
[10:16:00] Communication fails. Please check your network.
-

Diagram 3-16
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You may modify single password for one SNMP device or all passwords for all SNMP
devices. Please enter original password, new password and re-enter new password.
Select devices to apply this setting.

® Select device: Choose to change password for selected SNMP device from

device list.

® Select all: Choose to change passwords for all SNMP devices on the window list
Then, click “Apply” button to change password.
NOTE: The length of password is 8~15 digits. If this change is applied for all SNMP
devices, the password will be consistent for all SNMP devices.
SMS
It's for entering SMS recipient list. In the event of an alarm condition occurring, a

message about UPS status will be sent to the specified users via mobile phone.

Step 1 Select SMS. Refer to Diagram 3-18.

SNMP Web Manager
Systern  Seftings  Language  Help

l
(]

=

IP address MAC address Basic Info | IP settings | Online upgrade | System manager | SMS
192.168.107.118 60-19-28-00-7A-EF
Carn. port settings Recipients
Cam. port w | Refresh Recipient list
Baud rate 2400 -

MNote  Click "Test” button to senda test message

Test
Phone Ko

SNMP status: 1 SMNMP reset enable

Use system time: 09262014 17:52:25 | Apply

192168104 Scan Quitpiut i nel o

add [17:52:08] 192168107 118 Online successfully.

Diagram 3-18

Step 2 Select communication port and baud rate.
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Step 3

Step 4

Enter mobile phone numbers in “Phone no.” column and click “Add” button
to add phone no. in Recipients. To delete numbers, simply select phone no.

from “Recipients” and click “Del” button.

Click “"Apply” button to save all changes. The “Test” button can be used to
send a test SMS to confirm the correct setting in GSM modem. If all
parameters are set up correctly, system will send a test message to all
receivers and pop up a successful message. (Refer to Diagram 3-19)
Otherwise, it will pop up a failure dialog to indicate there is an error for

parameter setting. (Refer to Diagram 3-20)

NOTE: This SMS setting is for testing only. Be sure to enter all settings in
SMS page of SNMP Web Pro or ViewPower Pro software. For the detailed
settings, please check section 3.4.3 in SNMP web pro manual or 5.8.4 in

ViewPower Pro software manual.

EI%) SNMP Web Manager
System Settings Language Help

IP address MAC address Basic Info | IP seftings | Online upgrade | System manager | SMS
192.168.107.120

SNMP status: 1 SNMP reset enable
Use system time: 09/29/2014 12:16:25  Apply oK.
192.168.107 Sean Output window:

00-00-12-34-56-78
Com. port settings Recipients

Com. port |COM1 v | Refresh Recipient list 13825567749
Baud rate 9600 v

Note Click “Test” button to senda test message

Phone No.
message.info ]

@ Success: The SMS was sent

Add [12:16:22) 192.168.107.120 Online successfully.

Diagram 3-19
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EIE) SNMP Web Manager
System Settings Language Help

IP address MAC address Basic Info | IP settings | Online upgrade | System manager | SMS
192.168.107.120 00-00-12-34-56-78
Com. port settings Recipients
Com. port (COM1 ¥ | Refresh Recipient list |13825567749
Baud rate 9600 i
Note Click “Test” button to senda test message
Phone No
z =]
message.warnin,
g 4 ) Add
/ Y\ Error: The SMS was not sent
SNMP status: 1 SNMP reset enable AP
Use system time: 09/29/2014 12:08:56  Apply oK
192.168.107 Scan Qutput window:
add [12:08:11] 192.168.107.120 Online successfully.

Diagram 3-20

After setting in SNMP web manager, it's necessary to configure SMS setting in SNMP

Web Pro (section 3.4.3) or ViewPower Pro (section 5.8.4) to complete this function.

Step 5 Please open SNMP Web Pro and select “Event action”. Click checkbox of

“Send SMS while any UPS's event occurs”. Please refer to Diagram 3-21.

SNMP Web Pro 11

Logout  Administrator

5 S:;tus [] Shutdown the PC while battery mode
o a -
e L Shutdown PC: ® after[1800 | Sec O batfery capacity is less than 20 %

Time needed for shutling down the PC Sec

The PG should: O Shutdown (® Go to sleep

Parameters setling

Real-time control 1 Also power off the UPS after shutting down the PC
Apply
Web
E-mail
SMS Shutdown the PC while low battery. | Apply
Upload
Wake":: T [ Wake on LAN while AC recovery. | Apply
Shutdown Send E-mail while any UPS's event accurs
cheduled Send SMS while any UPS's event occurs. | Apply
System time
SNME configuration [ Shutdown the PC while temperature upper limit. “C Apply
EMD alarming temperature upper limit °C [ Apply
Eventlog a = .
Deta log EMD alarming humidity upper limit % [ Apply
Serial Port Debug Data record interval Sec. | Apply

Firmware Upgrade

Diagram 3-21
Step 6 Then, select "SMS” and configure the setting as the following. Refer to
Diagram 3-22.
A) Enter IP address of the server with SNMP Web Manager installed.
B) Set up SMS receiver port from SNMP Web Manager: 41222 -

C) Set up user name of SNMP card as root.
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D) Set up password to access SNMP card. It's the same password setting in
SNMP Web Pro.

E) Enter the mobile phone number to receive SMS.

After all steps are complete, click “"Apply” button to confirm the

modifications. You may click “Test” button to do test. At this time, if any

event occurs on the UPS, SNMP card will send short message through the

COM port setting in SNMP Web Manager to all receivers listed in Area E in

Diagram 3-22.

SNMP Web Pro 1.1

Logout  Administraior

Send SMS By: ® Server ©) Serial Port Receive 1: 13524607394 [ Aeply | [ Detete |
Basi ormation SMIS ma 100 Receive 2 |[ Apply | [ Delete | .
SMS server:[192.168.107.160 A | Receive 3: [ Apply | [ Delete |
Parameters seffing Port: [41222 ) ‘ Receive 4 [ Appy | [ Deete |
c Account name: [root c |
Real-time control
Password: D ‘
s Note1: After apply, you can click “Test" button to send a test message
= Note2: If send SMS by serial port, EMD function wil be disabled

Wake on LAN
Shutdown
Event action
Scheduled
System time
SNMP configuration

Event log
Data log

Serial Port Debug
Firmware Upgrade

Diagram 3-22
NOTE: It's required to plug-in GSM Modem if sending SMS to mobile phone.
3.3.2.3 Language
SNMP Manager offers 12 languages:
Chinese(Simplified)
Chinese(Traditional)
English
German
Italian
Polish
Portuguese
Russian
Spanish
Turkish

Ukrainian

AN N N N Y N N U N NN

French
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The default language setting is “English”.
3.4. Configuration

v

% Configuration | = | F__II |J

Protocol (@) Hitp Https A

Web service port (15178

Web service shutdown port  |B005

Server startup type: e Automatic (| Manual

«*| Exit to stop monitoring.

OK | | Apply | | Cancel

Diagram 3-23
3.4.1. Https/Http
Communication protocol: If choosing Https, “Https” selection will be accessible from
tray menu. If communication port of Https is fixed in “18443", it's not allowed to use
“port modification”. At the same time, the URL of monitoring screen will become:

https: //xxx.xxx.xxx.xxx:18443/ViewPower Pro

If choosing Http, “Https” selection will not be accessible and “port modification”
function will become active status. (Refer to section A in Diagram 3-23):

3.4.2. Port Modification

If port conflict occurs, you may modify value of port. The default setting for port is

listed as below (Refer to section B in Diagram 3-23):
® Web Service port: 15178

® Web service shutdown port: 8005
You may modify the value of port to any number between 0 and 65536. If value is
applied already, the system will remind users to enter another number again.
NOTE1: Please do not modify port value unless port conflict occurs. This modification
will affect remote monitoring website. For example, if changing web service port to

15177, then the remote monitoring website will change to:
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http: /XXX XxXX.Xxx: 15177/ViewPower Pro

NOTE2: To avoid possible conflicts, please be sure to enter value at least 4 digits.
3.4.3. ViewPower Pro Start and Exit Setting
Refer to section C in Diagram 3-23 for the detailed configuration of ViewPower Pro
start and exit setting:
® Server startup type: If "Auto” is selected, the software will automatically start
up when PC is turned on. If “"Manually” is selected, users have to manually
start the ViewPower Pro software.
® Exit to stop monitoring: If selected, it will completely exit software without
monitoring service. If unselected, it will continue monitoring service in the
back end even though exit from software.
3.4.4. Configuration Saved
Click “Apply” button to save all changes in Configuration page. Click “Cancel” to stop

the change.

3.5. Https

Https section includes “Certificate Generation” and “Import Certificate”.
® Certificate Generation: it will automatically generate a numeral certificate

according to the information users enter. Refer to Diagram 3-24:

“; Generate certificate (3 | .DJ [ X

First and last name

Organizational unit

Organization

City ar Locality

State or Province

Two-letter country code for this unit

Password

Apply | | Cancel

Diagram 3-24
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http://xxx.xxx.xxx.xxx:15177/ViewPowerPro

Note 1: Please enter internet domain name and IP address in “First and last
name” column.
Note 2: Password should be at least 6 characters in length.

® Import Certificate: It will import a https certificate from a third party. It
supports JKS and PCKS12 types of certificate. Refer to Diagram 3-25.

'y Import certificate |_ﬂ |T__|J |:’
Path Browse
Type JKS -
Password
Apply | | Cancel
Diagram 3-25

3.6. Open Monitor

Click “"Open Monitor” to open monitoring webpage.

3.7. Exit

Click “Exit” to exit service application.
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4. ViewPower Pro GUI

ViewPower Pro GUI includes function menu, shortcut button, login section and main

screen. Refer to diagram 4-1:

Configuration ~ Schedule  View  Format  Language  Help Iuwtypemmmsuawmgmn

.__
AR eI

Diagram 4-1
A .Function Menu
It offers complete tool-set for navigation and setting the GUI.
B .Login section
It shows user type for current login user.

C .Shortcut button

-
) =4t Centralized monitoring.

® @ Password, group area, UPS setting, SMS, E-mail, load configuration,

event action, log setting, EMD manager, modbus communication setting.

) ?/ Scheduled on/off, scheduled battery self-test, and scheduled

wake-on-LAN setting.

° B Event log, event statistics, data, diagram, and EMD log.

Y

° Refresh.

D. Main Screen

It will display information and/or control alternatives according to function menu or

shortcut menu selected.
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5. ViewPower Pro Menu

5.1. Configuration

5.1.1. Password Setting

It's password configuration for administrator only. The default user name and
password is “administrator”. Before operating and configuring the software, please
login and modify the default password first for security concern. Users can only browse
UPS status and information as Guest status without login as an Administrator. Guest
can NOT control or execute any setting.

Step 1 Select Configuration>>Password. Refer to Diagram 5-1.

Configuration  Schedule View Format Language Help User type:  Administrator Logout

W U ke st} oo ve

Password Group area UPS setting SMS E-mail Load config... Eventactio.. Log Setting... EMD Manager ModBuscomm... SNMP Manage.. SNMP User

Administrator
Old password*® | Old password

New password” | Ne

Confir

Confirm password” irm password

| Apply ‘ | Clear |

Diagram 5-1
Step 2 Enter old password and type twice new password to modify password for
administrator. (The password should be at least 6 digits) Then click “Apply” button to
successfully modify password for administrator.
NOTE1: Simply click “*Login” button on the top right corner to log in the software.

NOTE2: If password is forgotten, it's necessary to re-install the software.
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5.1.2. Group area

Select Configuration>>group area, user can assign monitored UPSs into different
groups for best management. ViewPower Pro has a default group called “Unassigned”.
When a UPS is detected, it will automatically put in the “Unassigned” group. Users are
able to not only create and customize groups here, but also assign groups in “UPS

setting”. Refer to diagram 5-2.

Configuration ~ Schedule ~ View ~Format Language Help

e G o lkw) s vow W G v
d

Passwort UPS setting SMS E-mail Load config.. Eventactio.. Log Setting.. EMD Manager ModBus comm.. SNMP Manage.. SNMP User

User type: Administrator  Logout

Group Name Background image Note
unsignd ‘world.jpg other Group Name

Background image none '| | customize

A

Note
4

B [ciear| [add] [moatty] [Detete]

Maximum numbers for a device group | 15 |Apply |

Diagram 5-2
Section A Group list: Shows group information;
Section B Group editor: add/delete, set up and modify group;

» Background image: Click “Customize” button to import preferred image into
software as background for graphic view. Or users can simply select preferred
photos from default image database by clicking “Select” button.

» Add group: Add group into group list in section B. Then click "Add” button to add.

» Modify group: Select a group from the list in section A to modify the current
setting and it will show the current setting in section B directly. After entering new
data, simply click “Modify” button to update setting.

» Delete group: Select the group which needs to delete from the list on section A.
Then click “delete” button to delete.

Notel: Default group can only be modified, NOT allow deleting.

Note2: When “Add” button is disabled, first execute “Clear” operation.

Section C Maximum numbers for a device group: It means maximum numbers will be

shown in each group.
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5.1.3. UPS setting
Select Configuration >> UPS setting. It helps users to assign or re-assign groups for
monitored UPSs. When a new UPS is detected, it will automatically put in default group

- “Unassigned”. Refer to diagram 5-3:

Configuration ~ Schedule  View Format  Language  Help User type: Administrafor  Logout
i i &) itV list view [ | Graphic view
e ik ﬁ m S ‘7| |p7

Password Group area SMS E-mail Load config. Event actio. . Log Setting EMD Manager ModBus comm. SNMP Manage SNMP User

Group area all v| Port device name | Browse |

Device ID Protocol Port Group area device name Address Note

60-19-29-10-3C-A3 SNMPP10 192.168.107.86 unsignd

1284567890987 SNMPPOO 192.168.107.170 unsignd

60-19-29-10-3C-A3 SNMPP10 192.168.107.72 unsignd

0000000000000000000 SNMPPOT 192.168.107.67 unsignd

0000000000000000 SNMPPOT 192.168.107.88 unsigng

60-19-25-FF-FF-FF SNMPP33 192.168.107.28 unsignd

2911AVTPS885300002 SNMPPO3 192.168.107.73 unsignd 1

| Detete | | Moty |

Diagram 5-3

» Query
User can query information according to the Group area, Port, UPS name by
clicking each column tab.

> Modify
Select UPS that need to modify from the list and click “Modify” button for
modification. It will pop up information board of each monitored UPS and users
can assign or re-assign UPSs to group area. It also can enter the UPS location and
name here for internal reference. Click “Apply” button to save all changes. Refer to

diagram 5-4:
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Configuration  Schedule View Format Language He

Device ID | 2811AVTPS886300002
Protocol | SNMPPO3

Port |192.168.107.73
Group area | unsignd ¥

device name

Address

Note

|Apply ‘ ‘ Cancel‘

Diagram 5-4
> Delete
Select UPS and click “Delete” button to remove it from the list.
5.14. SMS
It's for entering SMS receiver list. In the event of an alarm condition occurring, a
message about UPS status will be sent to the specified users via mobile phone. For the
event receiving list, please configure in “Event Action” page (refer to section 5-8-7).

1. Choose Configuration >> SMS. Refer to Diagram 5-5:
Configuration ~ Schedule  View Format Language Help Usertype: Administrator Logout

?“ m ‘8 it Y | list view | | Graphic view

Password Grouparea UPS sefting SMS E-mail Load config.. Eventactio.. Log Setting... EMD Manager ModBus comm... SNMP Manage... SNMP User

Com. pﬂn semﬂgs Receivers
com. port: | Recelvers list
Baudrate | 1200  v|
PDU mode

Note Click “Test” butten to check if the transmission is successfully

(res)
Phone No. ‘E‘ ‘De\e1e|

*Please modify and click the button in the lower right comner to save

[ Apply |

Diagram 5-5
2. Select communication port and baud rate.

3. Enter mobile phone numbers in “Phone no.” column and click “Add” button to
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add phone no. in Receivers List. To delete numbers, simply select phone no.
from “Receivers list” and click “Delete”.

4. Click “Apply” button to save all changes. The “Test” button can be used to
send tests SMS to confirm the correct operation. If all parameters are set up
correctly, system will send a test message to all receivers and pop up a
successful message. Otherwise, it will pop up a failure dialog to indicate there
is an error for parameter setting.

NOTE: It's required to plug-in GSM Modem if sending SMS to mobile phones.

5.1.5. E-mail

This feature enables the configuration to send alarm mail by SMTP server. For the
event receiving list, please configure in “Event Action” page. Refer to 5-8-7. To use this
function, the e-mail service must be correctly configured in the computer. All values in
this function page are default empty. This action can’t be executed without the SMTP
information, e-mail account and password. Besides, the sender account should be
allowed for SMTP/POP3 forwarding.

Select Configuration >> E-mail. Refer to Diagram 5-6

Configuration ~ Schedule  View Format Language Help Usertype: Administrator Logout

I &) st view w
?“ LB @ =7 L/ | list view | | Graphic view

Password Grouparea UPS setting SMS E-mail Load config.. Eventactio.. Log Setting... EMD Manager ModBus comm... SNMP Manage... SNMP User

SMTP server settings Receivers list
SMTP server. | smtp.test.com
Port |25
® None . SSL'J TLS
Exchange server
Send from: | account@test.com

E-mail \E\ ‘De\e1e|
User name: | account —

*Please modify and click the button in the lower 