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GV-Cloud Bridge

GV-Cloud Bridge is an encoder that connects any ONVIF or GV-IP camera to the GeoVision
software and mobile app for integrated monitoring and administration. Using GV-Cloud Bridge,
you can link the cameras to GV-Center V2 for central monitoring and to GV-Recording Server
/ Video Gateway for recording and streaming management. With a simple QR code scan, you
can also link GV-Cloud Bridge to the mobile app, GV-Eye, for live monitoring anytime,
anywhere. Additionally, you can use GV-Cloud Bridge to stream the cameras to social media
platforms like YouTube, Twitch, and others to meet your live broadcasting demands.

Central Monitoring

=

GV-Center V2
Live View

Video Source @

@ - GV-Eye for i0S / Android
GV-IP Camera > 0 > .
) Live Stream

GV-Cloud Bridge Social Media Platforms
(YouTube, Twitch, etc)

\.d
3rd party
ONVIF devices

Recording / Transmitting

GV-Rechdihg Server /
Video Gateway

1.1 Compatible Products

e Camera: Any ONVIF camera
e Software: GV-Center V2 V18.2 or later, GV-Recording Server / Video Gateway V2.1.0 or
later, GV-Cloud (coming soon)

e Mobile App: GV-Eye

Note: For GV-IP Cameras not having GV-Center V2 settings, you can use GV-Cloud Cloud
Bridge to connect these cameras to GV-Center V2.

1.2 Packing List

e  GV-Cloud Bridge
. Terminal Block
. Download Guide



Q GeoVision:

The Vision of Security

1.3 Overview
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This reboots the GV-Cloud Bridge, and keeps all current configurations.

2. Default

This resets all configurations to factory settings.

3. Not functional.

4. Connects to power using the supplied terminal block.
5. (== Connects the USB flash memory.

6 ORL This LED indicates the power is supplied.

This LED indicates the GV-Cloud Bridge is ready for connection.

Connects to the network or a PoE adapter.
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1.4 Connecting to PC

There are two ways to power and connect GV-Cloud Bridge to the PC. Only one of the two
methods can be used at a time.

1. GV-PA191 PoE Adapter (optional purchase required): Through the LAN port (No. 7,
1.3 Overview), connect to a GV-PA191 PoE Adapter, and connect to the PC.

2. Power Adapter: Through the DC 12V port (No. 3, 1.3 Overview), use the supplied
terminal block to connect to a power adapter. Connect to your PC through the LAN port
(No. 7, 1.3 Overview).

1.5 Accessing GV-Cloud Bridge

When GV-Cloud Bridge is connected to a network with DHCP server, it will be automatically
assigned with a dynamic IP address. Follow the steps below to access your GV-Cloud Bridge.

Note:

1. The PC used to access the Web interface must be under the same LAN as the GV-Cloud
Bridge.

2. If the network connected doesn’t have DHCP server or is disabled, GV-Cloud Bridge can
be accessed by its default IP address 192.168.0.10, see 1.5.1 Assigning a Static IP
Address.

1. Download and install the GV-IP Device Utility program.

2. Find your GV-Cloud Bridge on GV-IP Device Utility window, click its IP address, and
select Web Page. This page appears.

GV-Cloud Bridge

Setup your administrator account

For safety reasons, the password must be
at least 8 characters long. It must contain

three character categories among the

following: uppercase letters (A-Z),
lowercase letters (a-z), digits (0-9), and
special characters (I*-_+[J{}=).

Username -

Password a
Password Confirm a

3. Type the necessary information and click Create.

4


http://www.geovision.com.tw/download/product/

Q GeoUision:

The Vision of Security

1.5.1 Assigning a Static IP Address

By default, when GV-Cloud Bridge is connected to LAN without a DHCP server, it is assigned
with a static IP address of 192.168.0.10. Follow the steps below to assign a new IP address to
avoid IP conflict with other GeoVision devices.

1. Open your Web browser, and type the default IP address 192.168.0.10.
2. Type your username and password. Click Login.

3.  Click System Settings in the left menu, and select Network Settings.

Network

-~

IP Type

Static IP address
IP Address

192.168.50.211
Date / Time Subnet Mask
255.255.0.0

Gateway / Router

192.168.50.1

DNS Type

Manual

DNS1

88838

DNS2

0.0.0.0

Apply

4.  Select Static IP address for IP Type. Type the static IP address information, including
IP Address, Subnet Mask, Default Gateway and Domain Name Server.

5.  Click Apply. The GV-Cloud Bridge can now be accessed through the static IP address
configured.
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1.5.2 Configuring the DDNS Domain Name

DDNS (Dynamic Domain Name System) provides another way of accessing GV-Cloud Bridge
when using a dynamic IP from a DHCP server. DDNS assigns a domain name to GV-Cloud
Bridge so that it can always be accessed using the domain name.

Follow the steps below to apply for a domain hame from GeoVision DDNS Server and
enable the DDNS function.

g -

H HE AB8A ABABA OBBA ALy BABE
- Ol I rl e ..... ADAAABAANDADAI AAD AQAL
SBRADOAABBA0AT 648 48848
Spsgoasoansoot o anar
[V YaaYaYaYaYaYaYaYaYaVaYatomiaYatalitan ¥ad
=y

PC

1. Select Service Settings in the left menu, and select DDNS. This page appears.

DDNS Settings

Connection | ® Enable | O Disable

Host Name (Ex: ooooc.gvdip.com)

Password

External IP Detection ® Auto O Manual

Status

Connected, External IP: 220.137.162.52
Apply

2. Enable the Connection, and click Register. This page appears.

GV-Dynamic DNS Service V2

Register

Hostname -gvdip.com P
Hastname is 16-character maximum; hastname

Passwol rd: ‘may not start with spaces or minus signs {'-').
Password

Re-type Password.

The password is case-sensitive.
Word Verification

This step helps us prevent automated registrations.
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3. Inthe Hostname field, type a desired hame, which can be up to 16 characters containing
‘a~2",“0~9”, and “-". Note that a space or “-” cannot be used as the first character.

4. Inthe Password field, type a desired password, which is case-sensitive and must be at
least 6 characters in length. Type the password again in the Re-type Password field for
confirmation.

5. In the Word Verification section, type the characters or numbers shown in the box. For
example, type m2ec in the required field. Word Verification is not case-sensitive.

6. Click Send. When the registration is complete, this page appears. The Hostname shown
is the domain name, consisting of the registered username and “gvdip.com”, e.qg.
somerset01.gvdip.com.

B & O nsgvdipcom X 4 v
6 9 O | ns.gvdip.com/register.aspx

* Hostname: somersetOl.gvdip.com

+ IP Address: 122.116.95.146

* Your hostname will be activated in 2 minutes.

* Your hostname will be deleted if vou don't update your host address for 180 days.

Note: The registered username becomes invalid after not being used for three months.

7. Type the Hostname and Password that are registered on the DDNS Server.

8. Click Apply. The GV-Cloud Bridge can now be accessed with this domain name.




Q GeoUision:

The Vision of Security

1.6 The Web Interface

Once logged in, you can set up connections to cameras and the supported GeoVision
software or mobile app through the Web interface.

1.6.1 Connecting to IP Camera

To connect to a camera, follow the steps below.

1. Select General Settings in the left menu, and click Video Setting.

Video Setting

‘Camera

Camera 01

‘Connection | ® Enable | O Disable

‘Camera Name
Geovision
Protocol
ONVIF
Address
192.168.50.131
Username
admin
Status

Connected

Apply

IPCam Search

Http Port
80

Password

2. Enable the Connection. Select from Camera 01 — Camera 04 for Camera.

3. Type the necessary information of the camera to be added. Click Apply.

4. Alternatively, you can click the IPCam Search button to add a camera under the same

LAN as the GV-Cloud Bridge. In the search window, type the name of the desired

camera in the search box, select the desired camera, and click Import. The camera

information is automatically entered on the Video Setting page.

Hardware

¢] GV-EBD8813
@ GV-EBD8B13
e] GV-EBD8T00

o] GV-EBD4700

e] GV-EBD4700

Name

GV-EBD8813

GV-EBD8813

GV-EBD8700

GV-EBD4700

GV-EBD4700

MAC

0013E2217EC2

0013E2217ECB

0013E22401D6

0013E2FA3115

0013E2FA31D0

X

Search: | EBD |

P
192.168.0.111
192.168.0.232
192.168.4.249
192.168.7.188

192.168.0.148

{>
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5. Once the live view is displayed, you can use the following functions for monitoring.

GV-Cloud Bridge

Live View GV-EBD8813
v '
= ; Y B = -
General Settings 2 3

The live view is enabled by default. Click to disable the live view.

2. The audio is disabled by default. Click to enable the audio.

Click to take a snapshot. The snapshot will be saved immediately to
your PC’s Downloads folder in .png format.

4 E m The video resolution is set to sub stream by default. Click to set the
' video resolution to main stream of high quality.
5. | [] Picture-in-Picture (PIP) is disabled by default. Click to enable.

6. | MHEE | Full Screenis disabled by default. Click to view in full screen.

6. Additionally, you can right-click the live view image, and select Stats to see the current
Video (codec), Resolution, Audio (codec), Bitrate, FPS, and Client (total number of
connections to the camera) in use.

Video H264
Resolution 1280x720

Audio PCMU
Bitrate 478 Kbps

FPS 30430729
version 1.5.0 Client(s) 8
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1.6.2 Configuring Input / Output Settings

GV-Cloud Bridge can configure and manage up to 8 input and 8 output devices connected
from the cameras and GV-10 Box. To configure I/O devices from GV-IO Box, see 1.6.3
Connecting to I/O Box to set up GV-IO Box in advance.

1.6.2.1 Input Settings
To configure an input, follow the steps below.

1. Select General Settings in the left menu, and click 10 Settings. This page appears.

10 Settings

g
b3

2. Click Edit for the desired input. This page appears.

EDIT *

Source

None v

Name

Input 01

Cancel Apply

3. Select Camera or 10 Box for Source, and type a desired Name.

4. If Camera is selected in Step 3, select the camera and the Input’s pin number from the
Camera and Camera PIN Number dropdown lists respectively. If IO Box is selected in
Step 3, select the 1/0 Box and the Input’s pin number from the 10 Box and IO Box PIN
Number dropdown lists respectively.

5. To send video events to central monitoring software GV-Center 2 upon the input trigger,

select the corresponding camerags).

6. Click Apply.
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1.6.2.2 Output Settings
To configure an output, follow the steps below.

1. Select Output on the 10 Settings page. This page appears.

10 Settings

Pin Name Destination

1 Qutput01
2 Output 02
3 Qutput03
4 Output 04
5 Qutput 05
6 Output 06
7 Output 07
E Output 08

2. Follow Step 2 -6 in 1.6.2.1 Input Settings.
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1.6.3 Connecting to I/O Box

Up to four pieces of GV-1/0 Box can be added through the Web interface. To connect to a
GV-I/O Box, follow the steps below.

1. Click General Settings in the left menu, and select IO BOX Settings. This page
appears.

10 BOX Settings

No. Name Address Status

0 10BOX 01 Disabled
1 10BOX 02 Disabled
2 10BOX 03 Disabled
3 10BOX 04 Disabled

2. Click Edit for the desired GV-1/0O Box. This page appears.
Edit *

Connection® Enable | © Disable

Name

10BOX 01

3. Enable the Connection, and type the necessary information for the GV-I/O Box. Click
Apply.
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1.6.4 Connecting to GV-Center V2

You can connect up to four cameras to GV-Center V2 using GV-Cloud Bridge. Follow the
steps below to connect to GV-Center V2.

1. Click Service Settings in the left menu, and select GV-Center V2. This page appears.

GV-Center V2

Connection| ® Enable | O Disable

Command Port

5551

Username
Password

State

Disabled

Apply

2. Select Enable for Connection, and type the necessary information for GV-Center V2.
Click Apply.

Note:

1. GV-Cloud Bridge allows alerts and video attachments to be sent to GV-Center V2 upon
motion, input trigger, output trigger, video lost, video resumed, and tampering alarm
events.

2. GV-Cloud Bridge supports sending alerts and video attachments to GV-Center V2
V18.3 or later upon Scene Change, Defocus, and Al events from Al-capable GV-IP
cameras (Crossing Line / Intrusion / Entering Area / Leaving Area) and Al-capable
UA-IP cameras (Cross Counting / Perimeter Intrusion Detection).

3. Enable Attachment Mode under Subscriber Settings on GV-Center V2 to activate
video attachment function. See 1.4.2 Subscriber Settings of GV-Center V2 User’s
Manual for details.




Q GeoUision:

The Vision of Security

1.6.5 Connecting to GV-Recording Server / Video Gateway

You can connect up to four cameras to GV-Recording Server / Video Gateway using
GV-Cloud Bridge through a passive connection. Follow the steps below to enable the
connection to GV-Recording Server / Video Gateway.

Note: The connection function is only applicable to GV-Cloud Bridge V1.01 or later and
GV-Recording Server / Video Gateway V2.1.0 or later.

1. To create passive connection, first follow the instructions in 4.2 Passive Connection of
GV-Recording Server User’s Manual.

2.  On GV-Cloud Bridge, click Service Settings in the left menu, and select GV-Video
Gateway. This page appears.

GV-VideoGateway

Connection | ® Enable | O Disable

Address

Command Port

50000

Username
Password

State

Disabled

3. Select Enable for Connection, and type the necessary information for GV-Recording

Server / Video Gateway. Click Apply.



https://s3.amazonaws.com/geovision_downloads/Manual/Recording-Server/EN/GV-Recording_Server_User_Manual.pdf
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1.6.6 Connecting to GV-Eye

The cameras connected to the GV-Cloud Bridge can be conveniently monitored through
GV-Eye installed on your mobile device. To do so, follow the steps below.

Note:

1. Connecting GV-Eye by GV-Relay QR-code is a paid service. For details, refer to 5.
GV-Relay QR Code in GV-Eye Installation Guide.

2. All GV-Relay accounts are given 10.00 GB of free data every month and additional data

can be purchased as desired through GV-Eye mobile app.

1. Click Service Settings in the left menu, and select GV-Relay. This page appears.

GV-Relay

Enable O Off

QR Code

1466290d-849e-f6ae-56a5-0013e2ff3cal

Connected

Apply

2. Select On for Enable. Tap Add on the Camera / Group List page of GV-Eye to
access the Add Device page.

3. Tap QR-code scan E, and hold your device over the QR code on the GV-Replay page.

4. When the scanning is successful, type the name and login credentials of your GV-Cloud
Bridge. Click Get Information.

5.  All cameras from your GV-Cloud Bridge are displayed. Select the cameras you want to
view on GV-Eye and click Save. The selected cameras are added to GV-Eye under a

Host Group.



https://s3.amazonaws.com/geovision_downloads/Manual/GV-Eye/GV-Eye-Installation-Guide.pdf
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1.6.7 Live Streaming

GV-Cloud Bridge supports live streaming from up to two cameras on YouTube, and Twitch.
The user interfaces are different by platforms. Find the relevant settings corresponding to your
platform. Here we use YouTube as an example.

To set up your live stream on YouTube, follow the steps below.

1. Loginto your YouTube account, click the Create icon and select Go live.

iHOA
] upload video

(o) Golive

[#] cCreate post

2. On the welcome page to Live control room, select Start for Right now, and then GO for

Streaming software.

* l;‘ j
= h.m-_ﬂ..

Welcome to the ne Live Control Room

Whi

3. Select the Manage icon, and then SCHEDULE STREAM.

> Studio

4. Specify the necessary information for your new stream. Click CREATE STREAM.

New stream




5. Make sure to disable the Enable Auto-stop setting, and enable the Enable DVR and
360° video (optional) settings. The Stream key and Stream URL are now available.

Title
GV-Cloud Bidge

Category

People & Blogs

Viewers will be able to find your stream once you go live Privacy Sc for

@ Private  May 6, 2021, 3:30 PM
Viewers waiting

Connect streaming software to start preview

0
® Nodata

STREAM SETTINGS ANALYTICS STREAM HEALTH

Stream key Additional settings

Enable Auto-start
Default stream key (RTMP, Variable)

Enable Auto-stop
9222-x65Fkxhw-q2aw-d118 10 @ | RESET | _
Enable DVR

(3 rtmp://a.rtmp.youtube.com/live2 360° video

() rimp://b.rimp.youtube.com/live2?backup=1

6. Once your YouTube live stream event is set, go to GV-Cloud Bridge’s Web interface,
click Service Settings, and select Live Broadcast / RTMP. This page appears.

GV-Cloud Bridge

Live Broadcast / RTMP

<

Live stream via RTMP to Live Broadcast Services, including YouTube Live / Facebook Live / Twitch.

RTMP 1 RTMP 2
Enable O off

Source Camera

1
1 Settings <

Source Stream

i Third-party Licenses

Stream 01

Audio O Mute ®PCM O MP3

Stream URL

Channel / Stream Key

Status

Disabled
Apply

7. Enable the Connection, and copy and paste the Stream key and Stream URL from
YouTube to the RTMP Settings page. Click Apply. The live video stream from GV-Cloud
Bridge is now viewable to you in the preview window on YouTube.

B Stream URL: YouTube Server URL
B Channel / Stream Key: YouTube Stream key

8. Select PCM or MP3 for Audio, or select Mute for no sound.

17
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9. On YouTube, click GO LIVE to begin streaming, and END STREAM to end streaming.

-» END STREAM

Live chat

Live chat

IMPORTANT:

1. In Step 3, do not select the Stream icon to set up the live stream. Doing so will enable
the Enable Auto-stop setting by default, and disconnect from live stream upon
unstable Internet connection.

» Studio

2. Make sure to set your camera’s video compression to H.264. If not, the live stream will
appear as follow:

© PREVIEW
GV-Cloud Bidge

NOT H.264 VIDEO =~ ™***

@ Private  May 6, 2021, 3:30 PM

1 0

Excellent connection
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1.7 System Settings

1.7.1 Device Name

To change the device name of your GV-Cloud Bridge, follow the steps below.

1. Click System Settings in the left menu, and select Basic. This page appears.

Basic Setting

Device Name

GV-Cloud Bridge

Device Model

GV-Cloud Bridge

Firmware Version

100210420

Apply

2. Type a desired Device Name. Click Apply.

1.7.2 Account Management

GV-Cloud Bridge supports up to 32 accounts. To manage the accounts of your GV-Cloud
Bridge, follow the steps below.

1. Click System Settings in the left menu, and select Account & Authority. This page
appears.

Account & Authority

Admin123 ROOT
Guest Guest

2. To add a new account, click New Login Account. This page appears.

New Login Account
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3. Type the necessary information and select a role as Admin or Guest. Click Save.
B ROOT: This role is created by default and cannot be added or deleted. The ROOT
account has full access to all functions.
B Admin: This role can be added or deleted. The Admin account has full access to all
functions.
B Guest: This role can be added or deleted. The Guest account can only access the
live view.
4. To modify the password or role of an account, click Edit for the desired account, and
make your changes. Click Save.

1.7.4 Configuring Date and Time

To configure the date and time of your GV-Cloud Bridge, follow the steps below.

1. Click System Settings in the left menu, and select Date / Time. This page appears.

Date & Time

System Time

Thu, 14 Apr 2022 16:29:22
Time Zone

(GMT+08:00) China,Hong Kong,Australia Western,Singapore, Taiwan,Russia
Time Synchronization With

NTP
NTP Server

time.google.com

Apply

2. Select a desired Time Zone if necessary.

3.  The Time Synchronization With is set to NTP by default. You can change the NTP
server in use by typing another server under NTP Server.

4. To manually set the date and time for your device, select Manual under Time
Synchronization With, and type the desired date and time. Or enable Synchronized
with your computer to sync the device’s date and time with those of the local computer.

Time Synchronization With

Manual

Date(yyyy/mm/dd)
2022/04/14

Time(hh:mm:ss)
16:32:11

Synchronized with your computer

Apply

20
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5. If necessary, you can also enable or disable Daylight Saving Time in the DST setting.

Apply

Date and Time Settings

Enable ® On O Off

1.7.5 Loading Default

If for any reason the GV-Cloud Bridge is not responding correctly, you can reboot it or reset it

to factory default settings by one of the methods below.

1. Manual button: Press and hold the Reset button (No. 1, 1.3 Overview) to reboot, or
Default button (No. 2, 1.3 Overview) to load default.

2. GV-IP Device Utility: Find your GV-Cloud Bridge on GV-IP Device Utility window, click
its IP address, and select Configure. Click the Other settings tab on the pop-up dialog

box, type the User Name and Password, and then click Load default.

X

WacAddress 0013E2FF3C92 IPAddress | 192.168.0.89
~User Login
User Name W ETE 10000

Password

Change F'asswurdl Device Namel Expurtl \mponl Cameraadjustmeml0("9"59“'"95 I

Reboot

b

Load default

Synctime with PG

3. Web interface: Click System Settings in the left menu, and select Maintenance.

® For ROOT account only, click Load default to restore to factory settings or Reboot
Now to restart.

® For Admin or Guest accounts, click Reboot Now to restart.

Maintenance

Reset to default

Reboot

Reboot Now

Load default Restore to factory settings

Reboot this device now

21



Q GeoUision:

The Vision of Security

1.8 Updating Firmware

The firmware of GV-Cloud Bridge can only be updated through GV-IP Device Utility. To update
your firmware, follow the steps below.

1. Download and install the GV-IP Device Utility.

2. Find your GV-Cloud Bridge on GV-IP Device Utility window, click its IP address, and
select Configure.

B o Device Utility - m} x

File Tool Version User Guide

QAR FrRES

General settings |

Search I

Mame ~ Mac Address IF Address Firmware Version MNOTE ~
75. @ GV-BX5T00 0013E2FFIFDC 192.168.6.237  v1.25 2019-11-21 GV-BXET00 (256M) (P_lris)

T6. @ GV-Cloud Bridge 0013E2FF3COA 192.168.4.15 v1.00 2021-04-20 GV-Cloud Bridge(1M)

77. @ GV-Cloud Bridge 0013E2FF3Co92 192.168.5.227  v1.00 2021-05-10 GV-Cloud Bridge(1M)

78. @ GV-Cloud Bridge 0013E2FF3C94 192.168.5.212  v1.00 2021-05-07 GV-Cloud Bridge(1M)

3. Click the Firmware Upgrade tab on the pop-up dialog box, and click Browse to locate
the firmware file (.img) saved at your local computer.

x
MacAddress 0013E2FF3C9A IPAddress | 192162 415 ‘
User Login
User Name ladmmi G 10000]

Password

SetIP Address | Firmware UDQfadEICnange Password | Device Name' Export' \mpon' Camera adjustmer 4| ¥

Version I soo= Browse...

[ Upgrade all devices

Upgrade | Cancel |

4. Type the User Name and Password of the ROOT or Admin account, and click Upgrade.



http://www.geovision.com.tw/download/product/
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© 2022 GeoVision, Inc. All rights reserved.
Scan the following QR codes for product warranty and technical support policy:

[Warranty] [Technical Support Policy]
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