
FOR MORE INFORMATION
on this product or CODi’s complete line of mobility 
solutions please visit: 

CODiWorldwide.com or call +1 800.263.4462

CODi Inc.  // 1351 Eisenhower Boulevard, Suite 200  // Harrisburg, PA 17111-2342

PRODUCT SPECS

PART NUMBER A04079 (8GB) / A04080 (16GB)

WEIGHT 1.3 oz.

DIMENSIONS .68’’ x 2.23’’ x .25’’

CORD LENGTH 40”

WARRANTY One Year Warranty

MSRP $79.99 (8GB) / $129.99 (16GB)

FEATURES
 - PLUG AND PLAY: no drivers needed

 - 256 BIT ADVANCED ENCRYPTION STANDARD (AES),  
an encryption algorithm and U.S. government standard for secure 
and classified data protection

 - CIPHER BLOCK CHAINING (CBC) MODE assures random 
encrypted data patterns to prevent plain text attacks while 
maximizing performance

 - 100% DRIVE ENCRYPTION disables users from partitioning, 
always keeping data secure 

 - ADVANCED PASSWORD REQUIREMENTS establish a strong 
password and unique password hint

 - SUPPORTED OPERATING SYSTEMS: Windows XP, Vista,  
Windows 7 & 8

 - INCLUDES:
 » (1) USB Flash Drive with I-ShieldTM Security
 » (1) USB Extension Cable
 » (1) User Manual

8GB or 16GB
256 Bit Encrypted 
USB Flash Drive
CODi’s 256 Bit Encrypted USB Flash Drives are a convenient mobile solution that protects personal or company data with unique I-Shield™

security. Performance is maximized because encryption occurs on the drive’s internal chip set rather than external software. Device lock-
down occurs after 6 invalid attempts to prevent brute force attacks. The end user is required to run the software upon connection to his or 
her PC, which means all files transferred to this drive thereafter will be encrypted immediately.

WARNING: Drive reformats after 6 failed password attempts to 
prevent brute force attacks. All information will be lost.


